
 
 

 

PRIVACY STATEMENT 

 

The information transmission and management pages (hereinafter referred to as the service) of 

blonderiver.hu (hereinafter referred to as the website) have been prepared for the visitors of the 

website. 

Data controller: ÁRUHITELEZÉS Kft. (Hereinafter service provider). 

Headquarters: HU, 6728 Szeged, Tölgyfa utca 60 / A. 

Postal address: HU, 6728 Szeged, Tölgyfa utca 60 / A. 

Website: https://blonderiver.hu 

e-mail address: deak.zsuzsa@blonderiver.hu. 

Phone: + 36-20 / 580-8971. 

Company registration number: 06-09-013693. 

Tax number: HU14679777-2-06. 

NTAK registration number: MA21002301. 

Type of accommodation offered: other accommodation. 

Service language: Hungarian and / or English. 

Hosting provider: Tárhely.Eu Szolgáltató Kft. Company registration number:  01-09-909968. Tax 

number: 14571332-2-42. Phone: +36 1 789 2 789. Fax number: +36 1 789 3 789. Mail address: 

1538 Budapest, Pf.: 510. E-mail address: support@tarhely.eu. Web: https://tarhely.eu. 

 

General legal notice 

This data management statement (hereinafter statement) contains our guidelines and practices 

regarding the handling of data generally available during the operation of the website, as well as 

the data provided by the visitor. By starting to use the service or before submitting the data, 

visitors accept the terms and conditions set out in this statement and in the “General Terms of 

Service”, which are continuously available on the website interface. 

The service provider reserves the right to change this notice. The service provider acknowledges 

the content of this legal notice. If the visitor has a question that is not clear based on this notice, 

please write to us and our colleague will answer your question. The Service Provider is committed 



 
to maintaining the quality of the service at the highest level, however, it does not take any 

responsibility for any damages resulting from the use of the service. The Service Provider declares 

that it complies with the laws of Hungary and the European Union. 

Principles of data management 

The basic goal of the service provider is to protect the data of the visitors, it considers it extremely 

important to respect the right of the visitors to information self-determination. The service 

provider treats the personal data that may be in the possession of the visitors confidentially and 

takes all security, technical and organizational measures that guarantee the security of the data. 

In the following, we describe our data management principles and present the expectations that 

the service provider has formulated and adheres to as a data controller. The data protection 

concept of the service provider is based on the voluntary consent based on the information, as 

well as on the request of the partners requesting the service, which it strives to implement in all 

phases of the use of the service. Its data management principles are in line with current data 

protection legislation. 

The service provider handles data on the website. The operation of the website can be divided 

into two independent parts in terms of data management. 

1. Recording technical data of website visitors 

General Use: Visitors may obtain information on the pages while browsing the Website, but will 

not send a message on the “Booking” or “Contact” page. 

When you visit the website, the website does not record any data about the visitor, nor does the 

website use “cookies”. 

The hosting provider can record the IP address of the users, the type of operating system and 

browser used. From these data, if the combined conditions are met, the person concerned can be 

inferred. The recording of the data is primarily of a technical nature and is necessary for the 

continuous, controlled operation of the system. Another purpose of data recording is to analyze 

user habits and compile traffic statistics, which help to provide an even higher standard of service. 

During the analysis of log files the data generated is not linked to other information by either the 

service provider or the hosting provider, nor does it seek to identify the user. The primary purpose 

of recording this data is, above all, to enable safe operation and to make possible malicious 

connections filterable. Data recorded for such purposes shall not be transmitted by a service 

provider to a third party. 

We do not collect any data on the website. 

The data controller may not link the data that may be available to the service provider with data 

from other sources. The service provider does not transfer visitor data to another country 

(abroad). The service provider keeps the statements and analyzes made from the data of the 



 
visitors using the general statistical methods for an indefinite period of time. No conclusions can 

be drawn from this data regarding the person concerned. On the website, the service provider 

provides special information (data on racial origin, national and ethnic minority, political opinion 

or party affiliation, religious or other worldview, membership of an advocacy organization, health 

status, pathological passion, sex life, and criminal personal data). does not collect from the visitor. 

Visitors to the website use the service voluntarily. 

If the operator is obliged by law to provide any data to the requesting authority and all legal 

conditions are met, it shall comply with the request. This is acknowledged by the visitor and the 

user of the service, he cannot raise any objections in this connection. 

2. Management of personal data of website visitors 

Special use: the visitor can enter data using the instant messaging page on the “Booking” or 

“Contact” page and also initiate the sending of the data. 

The website provides an opportunity for the visitor to ask direct questions and inquire about the 

apartment rental service using this feature. In the case of any other topic message, the service 

provider reserves the right to ignore the message, leave it unanswered or possibly delete it 

permanently. 

However, this page and the programs running behind it that allow the pages to work do not record 

any data. The data entered during the instant messaging process will not be sent until the visitor 

indicates this by pressing the “Send” button. Up to this point, we treat the visitor’s data in exactly 

the same way as described in point 1. The data you provide when using this feature will not be 

recorded anywhere before this point, so if you navigate from this location before using this point, 

any data you enter here will not be recorded, and the visitor will remain anonymous. 

In the process of entering the data, the visitor must initiate the sending of the message. If you 

have done so, your details provided here will be emailed to your service provider. The status of 

the visitor will then change, he will be interested in it. 

 

 

The range of personal data requested on the site and managed by the service provider: 

- Name: The name or address of the sender of the message (text up to 40 characters long). 

- e-mail address: the e-mail address to which the service provider's reply will be sent (text up to 

70 characters long, real e-mail address to which the interested party has access). 

- Subject of the letter: The title of the message, a comment on its content, or anything else (text 

up to 60 characters long). 

- Message text: Here you can write a message that can be up to 300 characters long. 



 
- Acceptance of the General Terms of Service and Privacy Policy: The visitor may proceed by 

reading and accepting the contents of these documents. 

By accepting the contents of the indicated documents, the visitor clearly states that the data will 

be sent and subsequently processed at His personal and express request. 

The legal basis for data management is the explicit request of the visitor. The information provided 

on the "Apartment" or "Contact" page is provided without any coercive circumstances from the 

service provider, at the free will of the interested party, and entrusted to the service provider. 

The purpose of the data management is to help the person interested with the information related 

to the apartment reservation. The Service Provider declares that it handles the above data, as well 

as other data that come to its knowledge later in the course of personal contact, only and 

exclusively for this purpose. 

The data provided by the interested party can only be known by the service provider's direct 

employees. This means a total of 2 people. The Service Provider declares that they are both 

committed to the security of the personal data they process, that they comply in all respects to 

comply with the relevant legislation and to the greatest satisfaction of the person interested. 

The duration of data management begins with the communication of data by the interested party 

and lasts until the interested party seeks the help or service of the service provider. Interested 

parties may at any time request the service provider to delete or amend their data. It is not 

possible to delete or modify it online, because the data is not stored in a place with remote access 

on the Internet - this ensures that data theft or the possibility of personal data falling into 

unauthorized hands is avoided. Anyone interested can request the modification or permanent 

deletion of their data at any time. You can do this by e-mail via the contact details provided on the 

website, or later through the contact made during the personal contact. 

If you are interested, you can indicate your questions or requests to the service provider via the 

contact details on the website or through the contacts that have become common in later personal 

contacts. The Service Provider tries to give answers to the questions and requests that have arisen 

in this way as soon as possible, but at the latest within one month it will satisfy the needs of those 

who are interested. The service may contain links to other external sites. The service provider is 

not responsible for the data management practices of other websites. By providing their e-mail 

address, those interested agree to the service provider sending them technical or apartment 

booking messages. These messages are primarily related to the status of the service, and in the 

same way the interested party receives the information concerning him / her that the service 

provider considers important for the interested party. 

Newsletter 



 
The service does not send newsletters, so the service provider will not receive newsletters from 

this service. If you do receive such a letter, please let our colleagues know immediately so that 

they can take the necessary steps. This can only happen in the case of fake senders. 

 

Final provisions 

You can find the full details of the service provider on the "Contact" page of the website. If the 

visitor or the interested party feels that the service provider has violated his right to the protection 

of his personal data, he may act in accordance with the Act on the Protection of Personal Data and 

the Disclosure of Data of Public Interest. The service provider undertakes to ensure the security of 

the personal data it handles, to take technical measures to ensure that the data recorded, stored 

or handled are protected, and to do everything possible to prevent their destruction, unauthorized 

use and unauthorized use. change. The service provider gives the interested party the opportunity 

to modify or delete his own data at any time. 

 

Date: Szeged, July 16, 2021 

 


